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1. INTRODUCTION 

Tax authorities across the common law world, particularly in developed economies such 
as the United States, Canada, and Australia, have committed to digital tax administration 
transformations.1 For example, in Australia, in 2015 the Australian Taxation Office 
(ATO) expressly committed itself to a ‘digital by default’ approach to interacting with 
taxpayers.2 Equally, the 2019-20 Canada Revenue Agency (CRA) Department Plan 
affirms ‘…the CRA’s goal to create a digital service experience for Canadians that is 
user-centric, secure and digital from end-to-end’.3 In the United States, the Internal 
Revenue Service (IRS) in 2019 committed itself to four ‘modernization pillars’ 
extending to commitments to adopt new technologies including artificial intelligence, 
analytics, cloud ‘and other emerging technologies’ to ‘enable an end-to-end view of 
taxpayer cases and interactions’.4 

Calls for caution have also accompanied the push to digitise and automate tax 
administration functions. Some of these calls have centred on potentially adverse effects 
of digitising tax administration customer service on vulnerable taxpayers, particularly 
if traditional avenues for interacting are not retained.5 Concerns have also been raised 
about the privacy and confidentiality implications of automated collection and analysis 
of taxpayer personal and financial information.6 There have also been challenges to the 
legal validity of automated tax administration decision-making. These challenges have 
brought about legislative change and attracted academic attention.7  

However, largely absent from the discussion to date is dedicated consideration of the 
effect digital transformation might have on the trade-off between taxpayer rights and 

                                                      
1 This shift in the common law world is not confined to these three developed common law countries. 
However the focus in this article is on these countries as they are three of the largest developed common 
law countries in economic terms and are significantly further along the path to a ‘digital by default’ 
approach to tax administration than most other common law countries.  
2 Australian Taxation Office, ‘ATO Leads Digital By Default’ (30 November 2015), 
https://www.ato.gov.au/media-centre/media-releases/ato-leads-digital-by-default/. 
3 Canada Revenue Agency, �������� 'HSDUWPHQWDO� 3ODQ (11 April 2019) 23, 
https://www.canada.ca/en/revenue-agency/corporate/about-canada-revenue-agency-cra/departmental-
plan/departmentalplan2019-20.html. 
4 Internal Revenue Service, 
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AI is sometimes alternatively referred to as ‘machine learning’.14 Underpinning both 
concepts is the use of algorithms15 to analyse data, learn from that data and make 
predictions based on that data. What distinguishes machine learning from, for example, 
an Excel spreadsheet, is that unlike spreadsheet formulae, the algorithms in machine 
learning adapt and change to become more accurate and efficient as data is processed. 
In effect, they evolve beyond the initial programmed instructions and parameters 
through learning from processing the data. In this sense, a learning machine programs 
itself.16 

More sophisticated forms of AI technology are sometimes referred to as ‘cognitive 
computing’.17 These rely on very large and fast computing capabilities. Improvements 
in these capabilities have led to the recent dramatic and continuing growth in the 
development and use of these more sophisticated AI technologies.18 The very large data 
banks possessed by tax authorities provide the perfect data platform for applying these 
sophisticated forms of AI/machine learning technologies.19 

                                                      

'HILQLWLRQ� RI� $,�� 0DLQ� &DSDELOLWLHV� DQG� 6FLHQWLILF� 'LVFLSOLQHV (18 December 2018), 
https://ec.europa.eu/newsroom/dae/document.cfm?doc_id=56341. 
14 Although some see machine learning as a step on a continuum toward pure artificial intelligence. For 
example, see Cas Milner and Bjarne Berg, ‘Tax Analytics, Artificial Intelligence and Machine Learning – 
Level 5’ (PricewaterhouseCoopers Advanced Tax Analytics and Innovation paper, [2017]), 
https://www.pwc.com/us/en/tax-services/assets/artificial-intelligence-and-machine-learning-final1.pdf. 
See also Mark A Lemley and Bryan Casey, ‘Remedies for Robots’ (2019) 86(5) 7KH�8QLYHUVLW\�RI�&KLFDJR�
/DZ�5HYLHZ 1311, 1321. For further introductory discussion of machine learning, see M Jordan and T 
Mitchell, ‘Machine Learning: Trends, Perspectives, and Prospects’ (2015) 349(6245) 6FLHQFH 255. 
15 In its most rudimentary sense, an algorithm is simply a finite set of instructions programmed into a 
computer to allow the computer to solve a particular problem. See Merriam-Webster Dictionary, 
‘Algorithm’, https://www.merriam-webster.com/dictionary/algorithm. For a more technical analysis, see 
Yuri Gurevich, ‘What is an Algorithm?’�(Microsoft Research Technical Report MSR-TR-2011-116, July 
2011), 
https://www.researchgate.net/publication/221512843_What_Is_an_Algorithm/link/0f31753722c3914da9
000000/download.  
16 For further discussion see Lemley and Casey, above n 14, especially at 1324-1325. 
17
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The potential use of artificial intelligence in a tax context has long been recognised. 
Experiments were already well underway in the 1970s.20 In a tax administration context, 
the potential uses of AI have been touted as including assistance to collect and organise 
tax data, to predict and detect tax avoidance, and to analyse tax trends and indicators.21 
The Organisation for Economic Cooperation and Development (OECD) has asserted 
that ‘[t]he successful application of information technology will determine the success 
of revenue bodies in managing compliance risks and meeting rising service 
expectations’.22  

These dual taxpayer compliance and customer service drivers for increased automation 
and digitisation are reflected in the strategic commitments of tax authorities in major 
developed common law economies. For example, the CRA has made a commitment to 
use disruptive technologies, such as artificial intelligence ‘to meet service expectations 
and still protect Canada’s revenue base’.23  

In the United States, the IRS has set a customer service ‘modernization’ goal ‘…to 
enable an end-to-end view of taxpayer cases and interactions, in part, by aggregating 
customer experience data across different taxpayer touchpoints with the IRS. These 
touchpoints allow us to trace customer engagement throughout the tax system and 
enhance overall service’.24  

In his foreword to the ��������$72�&RUSRUDWH�3ODQ, the Australian Commissioner of 
Taxation acknowledged the increasing investment in the use of ‘automation and 
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information and to identify high risk audit targets. For example, the United States IRS 
has committed itself to a range of digital efforts to improve compliance and protect the 
Revenue including commitments to an ‘Enterprise Case Management’ system to digitise 
case information and automate work selection, a ‘Return Review Program’ aimed at 
integrating data from multiple sources to detect systematic anomalies and potential 
taxpayer fraud or non-compliance, ‘Real-Time Tax Processing’ and the implementation 
of additional databases and applications to improve document matching.27 

This push has, in part, been driven by economic constraints and the presumption that 
these emerging digital tools for carrying out core tax compliance monitoring functions 
are more cost effective than their traditional counterparts. For example, in the United 
States, one author has recently observed: ‘Most of the changes the IRS has made to 
address their budget shortfall rely on the increased use of technology’.28  

In Australia, the ATO is also increasingly turning to non-physical means of ensuring 
taxpayer compliance including the use of ‘e-audit’29 approaches and ‘use of automation 
to review individuals’ income tax returns’.30 The ATO asserts that this will allow them 
to ‘realise process efficiencies’.31 Automation is also touted by the ATO as facilitating 
better use of data to allow for ‘early engagement with our clients to help them get things 
right from the start’.32  

Potential further applications of AI to additional and even higher-level tax functions are 
also on the digital tax administration horizon. For example, it has been posited: 

At higher levels of tax functions, tax applications may address more complex, 
human-judgment tasks like answering subtle legal and taxation questions from 
legal documents or detecting sophisticated fraud strategies, thereby possibly 
assisting government oversight.33 

These types of decision-making applications have also been described as ‘expert 
systems’. In a report to the Australian Attorney-General, the Australian Administrative 
Review Council observed that ‘[e]xpert systems can play a significant and beneficial 
role in administrative decision making, particularly in areas where high volumes of 
decisions are made. Their potential to offer cost savings and improve efficiency and 

                                                      
27 Internal Revenue Service, ,56�,QWHJUDWHG�0RGHUQL]DWLRQ�%XVLQHVV�3ODQ, above n 4, 23. 
28 See Houser and Sanders, above n 6, 832. For further discussion see: Chuck Marr and Cecile Murray, 
‘IRS Funding Cuts Compromise Taxpayer Service and Weaken Enforcement, Center on Budget and Policy 
Priorities’, 
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attacks would undermine the public policy principles underpinning the restricted 
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first appear. In practical terms, the specialist alternatives will usually suffice, and 
judicial attention is rarely warranted.59 

Perceived need for certainty and finality, and associated efficiencies are also significant 
justifications for restricting available avenues for judicially challenging tax authority 
decisions and setting procedural restrictions in favour of tax authorities. For example, 
the Australian Law Reform Commission has posited that ‘Part IVC of the $XVWUDOLDQ�
7D[DWLRQ� $GPLQLVWUDWLRQ� $FW� ���� (Cth) … was adopted to facilitate “a quick and 
efficient mechanism for review of numerous decisions”. Additionally, the separate 
regime allows an affected person to seek review of a decision, while preserving the 
Commissioner of Taxation’s ability to seek recovery of debts relating to the decision’.60  

Nevertheless, the statutory restrictions leave few viable judicial avenues for challenging 
tax authority assessment decisions except in cases involving the most grievous abuses 
of power, extending to infringements of basic civil or constitutional rights or 
misfeasance or malfeasance in public office. Such claims, when brought, are rarely 
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collection activities.71 Prime among these is section 7433, which provides taxpayers 
with strictly proscribed rights to bring civil actions for damages against the IRS for 
negligent, reckless or intentional disregard of provisions of the IRC by an IRS employee 
in connection with tax collection activities.72 

As such, across each of the jurisdictions there is a notional right to bring private law 
claims against tax authorities stemming from a common approach to Crown or 
governmental immunity from suit which as far as possible seeks to create parity between 
the legal treatment of public officials and private citizens.73  

Nevertheless, taxpayer success in suits against tax officials outside the tax assessment 
context is rare. Claims are regularly cursorily dismissed or struck out for lack of 
reasonable prospects of success. Here again, there are jurisdictional commonalities in 
terms of the public policy underpinnings of the various measures and approaches 
applied by the courts to delineate the boundary of susceptibility of tax authorities to 
taxpayer suit. 

In particular, justiciability concerns in their many guises are apparent across all three 
jurisdictions.74 The cases also reveal underlying concerns about the solvency of the 
Revenue expressed via concerns to obviate the risk of opening the floodgates to 
potentially large and indeterminate liability through recognising taxpayer rights to bring 
action against tax authorities, particularly in private law actions involving compensation 
claims. There is also evidence of concern to avoid triggering a potentially over-
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been summarily dismissed. The reasoning in +DUULV� Y� 'HSXW\� &RPPLVVLRQHU� RI�
7D[DWLRQ76 (+DUULV), accurately encapsulates the Australian judicial approach: 

There is no basis upon which to conclude that there is a tort liability in the 
Australian Taxation Office or its named officers towards a taxpayer arising 
out of the lawful exercise of functions under the Income Tax Assessment 
Act.77  

A key underpinning of the Australian common law cases is the view that private law 
duties to taxpayers cannot co-exist with the public duties of tax authorities and tax 
officials. This concern was overtly stated by the Australian Federal Court in /XFDV�Y�
2¶5HLOO\,78 a case involving allegations of tortious breach of statutory duty by the 
Australian Commissioner. In striking out the taxpayer’s claim, the Court stated that ‘the 
defendant owes the plaintiff no such duty. The duty of the Commissioner is owed to the 
Crown’.79 

This reasoning indicates an underlying concern with the justiciability of actions 
asserting private law actions against public officials. If a tax authority’s duties are owed 
exclusively to the Crown, imposing private law duties alongside those responsibilities 
could be viewed as the courts effectively restricting or modifying the Commissioner’s 
legislatively sanctioned role. This would pose a direct judicial challenge to the 
legislative authority of Parliament. 

The issue was most recently raised in )DUDK�&XVWRGLDQV�3W\�/LPLWHG�Y�&RPPLVVLRQHU�RI�
7D[DWLRQ��1R���80 ()DUDK). In )DUDK, the Commissioner of Taxation was unsuccessful 
in having the taxpayer’s negligence claim struck out with the court concluding that 
imposing a common law duty of care would not necessarily be ‘…inconsistent or 
incompatible with the statutory scheme...’.81 

The reasoning in )DUDK is uncommon in Australian cases. Even outside of the 
negligence context, the traditional hard line of rejecting the possibility of co-existing 
public and private duties of tax officials continues to apply. This is most evident in 
judicial consideration of equitable estoppel claims against the Revenue. For example, 
in 
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Commissioner and creates public rights and duties, which the application of the doctrine 
of estoppel would thwart’.83 Kitto J in )&7� Y� :DGH84� was similarly forthright in 
concluding: ‘No conduct on the part of the Commissioner could operate as an estoppel 
against the operation of the Act’.85  
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The tax assessors also have a general duty to the government they work for, and 
indirectly to the general public’.
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This further reinforces the significance of justiciability as a key policy concern 
underpinning the boundaries of susceptibility of tax authority activities to taxpayer suit. 

����� &KLOO�IDFWRU�FRQFHUQV�

A second policy concern commonly raised in assessing taxpayer claims against tax 
authorities is the ‘chill factor’ effect.106 The concern is essentially that imposing legal 
liability to taxpayers on tax authorities might manifest in a range of over-defensive 
behaviours. These behaviours might include reluctance to provide advice or information 
to taxpayers for fear of being sued if the advice or information is incorrect.107  

Similarly, services to taxpayers might only be provided after expensive, inefficient, and 
time-consuming cross-checking procedures to identify potential legal exposures. 
Perceived high risk tax investigation or collection activities such as efforts to investigate 
and collect underpaid revenue from well-resourced and potentially litigious taxpayers 
might also be avoided for fear of being sued.108 In an environment in which tax officials 
are exposed to significant risk of successful taxpayer suit, chilling effects might also 
manifest in difficulties recruiting otherwise qualified and willing individuals to be tax 
officers.109  

In the United States, chill factor arguments have been prominent in recent years in cases 
considering taxpayer %LYHQV constitutional damages claims against tax officials.110 
Specifically, courts have struggled with potential chill factor effects of allowing such 
claims to proceed against IRS officers.111 For example, in 9HQQHV� Y� $Q� 8QNQRZQ�
1XPEHU� RI� 8QLGHQWLILHG� $JHQWV� RI� WKH� 8QLWHG� 6WDWHV112 the majority rejected the 
taxpayer’s claim for compensation, observing that:  

Expanding %LYHQV� in this fashion would have a chilling effect on law 
enforcement officers and would flood the federal courts with constitutional 

                                                      

8WDK� /DZ� 5HYLHZ 687; and D Scott Barash, ‘The Discretionary Function Exception and Mandatory 
Regulations’ (1987) 54(4) 8QLYHUVLW\�RI�&KLFDJR�/DZ�5HYLHZ 1300. 
106 Chill factor effects have a long judicial history. In the United States the issue was first recorded in 1788 
in 5HVSXEOLFD�Y�6SDUKDZN�1 US 357 (1788).  
107 Such arguments have been used to defend powers to revoke or modify Revenue Rulings retrospectively. 
See, for example, Edward A Morse, ‘Reflections on the Rule of Law and “Clear Reflection of Income”: 
What Constrains Discretion?’ (1999) 8(3) &RUQHOO�-RXUQDO�RI�/DZ�DQG�3XEOLF�3ROLF\�445, 490. 
108 Reduced tax collection actions by the United States Internal Revenue Service in the 1990s have been 
attributed to the threat of personal actions for damages against tax officials. See Christopher M 
Pietruszkiewicz, ‘A Constitutional Cause of Action and the Internal Revenue Code: Can You Shoot (Sue) 
the Messenger?’ (2004) 54(1) 6\UDFXVH�/DZ�5HYLHZ�1, 5. See also Seth Kaufman, ‘IRS Restructuring and 
Reform Act of 1998: Monopoly of Force, Administrative Accountability, and Due Process’ (1998) 50(4) 
$GPLQLVWUDWLYH�/DZ�5HYLHZ�819, 827. 
109
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declaration that federal legislation is invalid does not cause the progress of government 
to be unduly chilled or stultified’.122  

In the United States, in *UHJRLUH� Y� %LGGOH,123 a case involving a challenge to 
governmental officers exercising judicial functions, the Court concluded: ‘it has been 
thought in the end better to leave unredressed the wrongs done by dishonest officers 
than to subject those who try to do their duty to the constant dread of retaliation’.124  
This is consistent with the reasoning in the earlier case of <DVHOOL�Y�*RII125 that ‘[t]he 
public interest requires that persons occupying such important positions and so closely 
identified with the judicial departments of the Government should speak and act freely 
and fearlessly in the discharge of their important official functions’.126 This line of 
reasoning has been used to support affording immunity from suit in cases alleging 
wrongful prosecution by IRS officers exercising prosecutorial powers.127 

����� 6ROYHQF\��IORRGJDWHV�DQG�LQGHWHUPLQDF\�FRQFHUQV�

As the discussion in section 3.1 above demonstrates, concerns to protect the solvency 
of government through restricting the ability of taxpayers to challenge tax authority 
decisions are especially prominent policy underpinnings justifying statutory protections 
of tax assessments. Outside of the tax assessment context, similar concerns manifest as 
concerns to prevent judicial determination that would open the ‘floodgates’128 to court 
action or, alternatively expressed, generate ‘liability in an indeterminate amount for an 
indeterminate time to an indeterminate class’.129 

In most cases, while these concerns might underlie judicial pronouncements, they are 
not necessarily explicitly stated. Hence, the influence of such concerns in tax cases is 
likely to be far greater than the number of explicit references might suggest.130 When 
they are explicit in their consideration of floodgates arguments, judges are not always 

                                                      
122 3DSH�Y�)HGHUDO�&RPPLVVLRQHU�RI�7D[DWLRQ (2009) 238 CLR 1, [596]. 
123
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receptive.131 For example, in Canada, in /HURX[, the Court expressly discounted such 
concerns noting: 

As for the spectre of widespread litigation, the battle for any plaintiff in this 
situation is a steep uphill one … Any suit will be rigorously defended with 
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difficulty or impossibility of tax officials warning taxpayers of all conceivable risks. 
These fears are afforded even more weight in situations which involve suggestions of 
tax officials effectively being required either to fetter or go beyond their powers so as 
to warn of possible risks to taxpayers. 
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sufficiently the propriety of HMRC actions’.146 These consequences are accentuated in 
a digital environment because, due to their touted speed and efficiency, artificial actors 
can cause exponentially more damage if loss-causing behaviours are incorrectly 
classified as immune from suit and remain unremedied. 
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A final further potential issue stems from the capacity of low level, artificially intelligent 
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administration provisions to apply the same standards to tax officials as to private sector 
actors carrying out otherwise broadly comparable functions.  

A very good recent example of this manifestation of what is essentially an 
‘exceptionalism’159 argument arose in Australia in )DUDK, in which the taxpayer argued 
that standards similar to those applied to private sector bankers should be applied to 
determine whether the tax officials involved had been negligent in not detecting and 
advising the taxpayer of fraudulent activity concerning the taxpayer’s nominated bank 
account into which tax refunds were being paid by the ATO. In response, the 
Commissioner of Taxation submitted that:  

…it would be impractical, if not impossible, for the Commissioner to verify, 
monitor and check the bank account details nominated by all tax agents … 
That submission was supported by evidence concerning the size and scale of 
the Australian tax system.160 

In a digital tax administration environment, such submissions are likely to be 
increasingly difficult for tax authorities to sustain. This is because AI technology 
enables large masses of information to be processed in a fraction of the time presently 
taken by human actors. For instance, it has been estimated that a minute of work for a 
robot is equal to about 15 minutes of work for a human.161 That comparison does not 
account for the fact that, in addition, unlike a human, a robot can work around the clock 
without rest, holidays or sick leave. Hence in an AI-enhanced tax administration 
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tax administration transformation more broadly, is that tax authorities have taken a 
significant and conscious step to actively transition themselves fully (in an operational 
sense) into a private sector equivalent organisation.  

This characterisation is supported by the fact that, as noted in section 2 above, 
significant drivers of the shift to digitisation across each of the jurisdictions have 
included nakedly commercial imperatives such as cost efficiency and service delivery 
improvement. It is unclear whether tax authorities have grasped the fact that these 
private sector equivalent commercial imperatives may also potentially unwittingly 
increase their exposure to taxpayer suit by further eroding private/public sector 
distinctions.  

A further relevant legal implication of digitisation relates to the future applicability of 
private law avenues of relief which impose direct personal liability on individual tax 
officials. Imposing direct civil liability on tax officials is rare, except in cases involving 
particularly heinous abuses of power capable of being subjected to ‘personal’ torts such 
as the tort of misfeasance in public office163 or %LYHQV constitutional damages actions. 
These avenues of relief are specifically aimed at public officials – they have no 
application in private sector contexts.164 Hence, in the future application of these 
avenues of relief, a threshold issue will be whether artificially intelligent tax officers 
can be considered ‘public officials’. 

 The task to which AI is applied may be one of the factors which is relevant to answering 
this question. For example, in Australia it has been contended that the term would not 
cover public servants who carry out manual tasks.165 In a digital tax administration 
context it could be that a court considers that artificial intelligence engaged in low level 
operational tasks (such as tax data entry and processing) are not holding ‘public office’. 
Hence (even setting aside any general fundamental questions concerning whether 
artificial actors have a legal capacity or status per se166), it may be that artificially 
intelligent actors in these contexts could not be subjected to personal actions. 
Conversely, artificial actors engaged in higher level discretionary activities are more 
prone to such claims. This raises the whole gamut of policy/operational distinction 
challenges discussed in section 4.1 above. 

                                                      
163 The history of the tort of misfeasance in public office is briefly described by Lord Steyn in the leading 
English case of 7KUHH�5LYHUV�'LVWULFW�&RXQFLO� Y�%DQN�RI�(QJODQG [2003] 2 AC 1. See also R C Evans, 
‘Damages for Unlawful Administrative Action: The Remedy for Misfeasance in Public Office’ (1982) 
31(4) ,QWHUQDWLRQDO�DQG�&RPSDUDWLYH�/DZ�4XDUWHUO\ 640. 
164 Sadler elaborates on this unique characteristic of the tort of misfeasance in public office, pointing out 
that the tort of misfeasance ‘…is the only tort having its roots and applications within public law alone. It 
cannot apply in private law; the defendant must be a public officer and the misfeasance complained of must 
occur whilst the public officer is purporting to exercise the powers of his or her office’: Robert J Sadler, 
‘Liability for Misfeasance in a Public Office’ (1992) 14(2) 6\GQH\�/DZ�5HYLHZ 137, 138-139. 
165 See Evans, above n 163, 646.�
166 The European Union Committee on Legal Affairs has acknowledged that the issue of legal capacity and 
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Alternatively, these causes of action may need to be modified to extend liability 
vicariously to some human actor.167 Obviously this raises issues about to whom 
responsibility for wrongs of AI actors can be attributed.168 More fundamentally, in the 
present context however, AI may challenge judges to alter the personal nature of these 
torts in a manner not previously considered, effectively creating new avenues of relief.   

Further challenges in the application of these public torts are raised by AI because these 
torts typically require the plaintiff to prove the offending official acted deliberately or 
maliciously toward the plaintiff.169 These difficult to prove subjective states of mind are 
a key reason why such claims rarely succeed.170 It has been noted in the Australian 
context that ‘[t]he courts have traditionally operated on the assumption that ATO staff 
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As such the Committee recommends that although at present responsibility must be 
sheeted back to a human actor, in future ‘…liability should be proportional to the actual 
level of instructions given to the robot and of its degree of autonomy, so that the greater 
a robot’s learning capability or autonomy, and the longer a robot’s training, the greater 
the responsibility of its trainer should be…’.185  

In terms of future assessments of whether chill factor concerns should prevail in 
assessing taxpayer claims, this suggests that the countervailing positive trade-offs 
presently relied upon by judges to help them make this assessment will need to be re-
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have adopted ‘virtual bots’ in their own offices, claiming they are more accurate in 
completing repetitive tasks formerly carried out by humans.188 Similarly, a recent trial 
of artificial intelligence to determine customer insurance claims in an Australian 
insurance company returned a 90 per cent accuracy rate.189 In the tax administration 
context, there are also claims that technology utilised by taxpayers is resulting in more 
accurate data being provided to tax authorities.190 This is important, as the accuracy and 
reliability of machine learning depends a great deal on the accuracy and completeness 
of data sets.  

Missing or insufficient data are other sources that may complicate a learning 
task and hinder accurate performance of the trained machine. These 
insufficiencies of the data limit the performance of any learning machine or 
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they become less capable of detecting errors in those programs. Specifically, it has been 
reported the NTA found that ‘as IRS employees rely more heavily on computer 
programs to flag returns for audit or to waive penalties for reasonable cause, they are 
losing the ability to discern when the programs have made a mistake’.195 

This means that tax authorities may not be taking adequate steps to mitigate against 
potential floodgates consequences of errors arising from the adoption of various AI 
methods and tools. They simply may not appreciate that the errors potentially triggering 
those floodgate consequences even exist until they manifest in potentially significant 
harm to taxpayers.  

However, arguably the best indicator of potential floodgates effects of AI errors is the 
knowledge and understanding of the error rate by taxpayers rather than tax officials. 
Consider the scenario that digitisation realises the touted improvements in accuracy. If 
these improvements are known and understood by taxpayers, the result is likely be a 
significant additional disincentive for taxpayers to sue, and a correspondingly reduced 
number of successful taxpayer claims. In fact, the mere perception by taxpayers that 
digitisation is bringing about improvements in accuracy might suffice in having this 
effect.  

This is borne out by recent tax compliance research which has revealed that taxpayers 
in industries and with income sources subject to electronic data matching by tax 
authorities are more willing to comply with their tax reporting obligations.196 A digitised 
tax environment perceived by taxpayers as having a similar accuracy rate to data 
matching may result in significant positive effects in terms of generating trust and 
confidence in tax authorities and fostering similar improvements in voluntary 
compliance. On this world view, solvency and indeterminacy concern fears should be 
significantly allayed. 

Of course, the converse is also true. If the technologies applied by tax authorities prove 
to be more prone to mistakes than human tax official actors, increased potential 
exposure to suit from taxpayers aggrieved by those mistakes might ensue. In this 
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In Australia, the issue was recently brought into sharp focus in what has become known 
as the ‘robodebt’ (Online Compliance Intervention Program) scandal. This was a 
program of automated issue of debt recovery notices issued by the Department of Social 
Services to government welfare assistance recipients based on data matching and data 
averaging. The ATO was involved by virtue of using its garnishee powers to recoup the 
debts from tax refunds due to the debtors. The legal validity of the program was 
challenged and, in $PDWR�Y�&RPPRQZHDOWK�RI�$XVWUDOLD,198 the Federal Court declared 
the robodebt notice issued to the plaintiff was not a validly issued notice for the purpose 
of section 1229 of the 6RFLDO�6HFXULW\�$FW����� (Cth).199  

The Federal Court formed the view that the decision-maker could not have been 
satisfied that a debt was owed in the amount of the alleged debt. On 29 May 2020, the 
Minister for Government Services announced the scrapping of the program and the 
decision to repay debts assessed as owing under the robodebt scheme, waiving 
approximately 470,000 debts.200  
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been hindered by technological problems. For example, in administering a government 
initiative allowing affected individuals to access early release of their superannuation, 
it has been reported that ‘[a] series of technical hiccups have stifled some of Australia’s 
biggest superannuation funds from making early release payments to savers, after the 
Australian Taxation Office program failed to deliver data on time or sent incomplete 
requests’.204 There have also been some reports of fraudulent transactions as part of the 
superannuation early access scheme going undetected by ATO systems.205  

The CRA and IRS have also experienced major technological failures. For example, in 
the United States, the IRS had a major data breach in 2016 resulting in a loss of hundreds 
of thousands of social security numbers.206 The COVID-19 pandemic has exposed 
further frailties in IRS systems; the United States National Taxpayer Advocate recently 
described the IRS technological response as follows: 

The IRS’s current arcane computer systems and infrastructure could not 
handle tax administration remotely, and it has not established across-the-board 
electronic communication procedures between the taxpayer and the IRS. The 
IRS needs to improve its infrastructure, hardware, and software to continue its 
mission-critical operations if another situation arises so that taxpayers do not 



 
 



 
 


